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Abstratct: This paper presents considerations on ATSSS WT #5 objectives
1. Discussion
The discussion paper S2-2107635r02 provides the objectives for ATSSS phase 3 SID 
1.1 WT #5.1 two non-3GPP access paths and, optionally, a 3GPP access path
5.1 Study whether and how an MA PDU Session can support two non-3GPP access paths and, optionally, a 3GPP access path. For example:
- 	One path from the UE to an N3IWF via an SNPN, where the UE uses 3GPP radio technology to access the SNPN; and
- 	Another path from the UE to an N3IWF or TNGF, where the UE uses non-3GPP radio technology. 
	To support an MA PDU Session using two non-3GPP access paths, the UE will have to be registered to 5GC via two non-3GPP accesses. The study will ensure that the registrations to 5GC via two non-3GPP accesses will use the same AMF and will be used only to support ATSSS (i.e., to enable a MA PDU Session using two non-3GPP access paths). They will not impact other features, outside the scope of ATSSS.
	
Considerations 
The scenario in Figure 1 from S2-2105735 refers to the UE accessing both via a SNPN to PLMN and via a Direct N3GP access (trusted in the example). The motivation indicates that the UE have to switch the traffic between the 2 N3GPP accesses. 
The description of the objective introduces a restriction (“and will be used only to support ATSSS (i.e., to enable a MA PDU Session using two non-3GPP access paths). “)  for example on registration, but the registration takes place before the establishment for PDU session, so they are independent by the MA PDU session establishment,. Which by the view may never occur or it may occur only on 1 single leg. This restriction from one side has been added to address our comment last meeting that the solution is beyond the ATSSS scope and if restricted it implies that the dual registration can not be used for single access PDU session 
The second restriction (“They will not impact other features, outside the scope of ATSSS.”) is quite artificial ,since it by definition the SID study changes that are required for this scope of the SID and the SID need to guarantee that whatever solution will be selected this is consistent and does not create trouble to other features. Hence it can be removed. 
The scenario can also be interpreted in 2 ways, the first one where the registration to 2 N3GPP accesses is only required for allowing the “steering” of the traffic between the 2 N3GPP access, i.e. to perform the Handover between untrusted and trusted access for a single access PDU session. In this case the restriction of registration to ATSSS will not enable such scenario, but from other side it does not belongs to an ATSSS SID and more generic or it may be consider part of 5WWC, e.g. in WT #3.
The second way to consider the scenario is to have the traffic that is redistributed per ATSSS rules between the 2 N3GPP accesses or between the 3 Accesses. 
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Figure 1: WT 5.1. Scenario from MED discussion paper 
The scenario above implies the presence of 2 3GPP Accesses and consequently 2 3GPP credentials. From a PLMN point of view, there the MA PDU is anchored the UE is connected via a “N3GPP access” either Trusted or Untrusted and which is the specific access is not needed to be known, 
The current description of the WT scope gives little emphasis on the CN aspects which are essential to the scenaeio where the UE can be connected to 3 accesses, since so far the AMF, UDM, etc, etc allow to connect 1 N3GPP access, hence the MA PDU session on 3rd access requires first of all to consider slicing, the CM & RM status, security, which NAS is used when 2 are available on same access, NAS security, etc, etc which are beyond of MA PDU session scope. The MA PDU is build on top of existing general functionalities that needs to be defines in first place. 
Question for clarification.
1) the objectives says “One path from the UE to an N3IWF via an SNPN,  “  so is the objectives limited to a N3IWF from the access from a SNPN ? 
2) the second bullet “Another path from the UE to an N3IWF or TNGF”, considered with the 1st bullet, should it be rather TNFG only? 
3) which are the N3GPP access to be considered, since the N3GPP RAT types are the “Untrusted N3GPP”, “Trusted N3GPP”, “Wireline-BBF”, “Wireline-CableLabs”, “Wireline” (see 23.501 clause 5.3.2.3)? Are restricted only to some combinations or any combination can be supported”? if a N3GPP access is “wireline” is this considered which is the relationship with 5WWC and BBF?
4) if the objective is restricted to MA PDU session,  Shall be studied how the registration to both accesses is excluded for single access PDU session usage?
It shall be noted if the scope of the WT is to consider the support of MA PDU on 3 Accesses and the N3GPP access includes the Wireline Access via AGF TU shall be increased to add all the other aspect related to the 3rd N3GPP access and backward compatibility issues

Proposals for 5.1: to restrict the objective as follow:
- to only enable the handover of the traffic between Untrusted and Trusted N3GPP network, hence a UE is connected to both access only of the purposes of handover of traffic and consequently the UE is never connected to 2 N3GPP access for beyond the completion of HO and for MA PDU on 2 N3GPP Access, 
- the MA PDU is always on 1 single 3GPP and 1 single N3GPP accesses
- The PLMN is only connected to 1 single 3GPP access
- the N3GPP access considered are only the Untrusted and Trusted N3GPP, i.e. other N3GP accesses, such as wireline connected via AFG are NOT considered in the scope of the WT
- The WT study the “handover” of the N3GPP access leg from Untrusted to Trusted or viceversa.


1.2 WT #5.2 two 3GPP access paths in two different PLMNs
5.2 Study whether and how an MA PDU Session can support two 3GPP access paths in two different PLMNs:
- 	One path from the UE to 5GC in PLMN-2 via PLMN-1, where the UE uses 3GPP radio technology to access PLMN-1 (which could be a 3GPP Non-Terrestrial Network); and
- 	Another path from the UE to 5GC in PLMN-2 directly, where the UE uses 3GPP radio technology to access PLMN-2. 
	The UE connects to the two PLMNs using different 3GPP credentials, i.e., it is MUSIM capable. The UE may also be able to access 5GC in PLMN-2 directly using non-3GPP radio technology. In this case, the MA PDU Session may have three access paths.
	If the UE cannot communicate with both PLMNs simultaneously, then only traffic steering and switching will be supported.
NOTE 1:	The above scenario requires the UE to register with two different PLMNs using different 3GPP credentials and then to establish a MA PDU Session across these two PLMNs. The establishment of this MA PDU Session is considered challenging and may require a new type of roaming architecture. This issue will be discussed at the initial phase of the study and it will be decided whether a new solution should be studied, or whether it could be deferred to a future study.
Considerations 
The WT 5.2 scenario shown in figure 2 implies that both PLMNs are both Home PLMN since UE use PLMN1’s credential to connect to PLMN1 and PLMN’2 credential to connect to PLMN2. Then the UPFs needs to be connected with a N9-like interface. The PLMN1 have to authorized the MA PDU session of PLMN2,  so which is the relationship between the PLMN1 & PLMN2? 
Now let consider the same scenario depicts with more details in figure 3. The red lines represents the MA PDU session as in figure 2. Let consider the leg over the PLMN1, for PLMN1 this is a “single access PDU session” that belongs to PLMN2 started from a UE which use the PLMN’1 credential for something that is related to PLMN’2. Hence from PLMN1 the fact that is MA PDU or PDU session is irrelevant, hence it may be also a single access as shown in green. From this point of view, the fact that are MA PDU simply increase the complexity and it does not rules out that a general approach for addressing scenario shall be studied irrespectively by ATSSS.
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Figure 2: WT 5.2. scenario from S2-2105735 page 10
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Figure 3: scenario which implies a new solution with several architecture and functionalities impacts and business relationship
Now let go a bit more in solution space, the figure 4 shown a possible solution leveraging the SNPN solution based on 2 layers. The PLMN1 is the underlying layer and the UE access to PLMN2 via the N3IWF, hence nothing need to be done if 2 accesses are considered, , i.e. 3GPP in PLMN2 + N3GPP for the leg from PLMN1. If the PLMN2 has 2 N3GPP, this corresponds to the WT 5.1 scenarios with 3 accesses. 
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Fig 3: Example of possible solution reusing existing functionalities
At the end the key question is 
Which are the requirements to be satisfied? 
The motivation and the use case requirements are not so clear, in term of what needs to be supported, what does not need to be supported. Some additional questions 
Q1: can PLMN1 have 4G only?
Q2: can PLMN1 have always 5G with EPC IWK?
Q3: which is the relationship between the PLMN? Why and how the PLMN1 can authorized/mange a PDU session of PLMN2 terminated in PLMN2? 
Q4: Which is the relationship between the SMF, UDM, AMF, PCF of the 2 PLMNs?
The aspect to be considered are much broader of the MA PDU, since the current reference architecture may not support the above scenario or at least it is not clear in term of requirements, the registration, CP interaction, relationship between the 2 network, the  slicing support, the PCF, how handover is supported, etc, etc. The solution may require a broad analysis and changes to the specification in order to enable the “green leg” PDU session between 2 PLMN which is assumed to have no relationship or light relationship, since the credential are different. In conclusion the TU presently assumed of 1.5 TU for study and 0.5 for normative are absolutely underestimated, the need is more probably around 4 or 5 TU considering the area to be studied.
	WT#5.2
	1.5
	0.5



Proposals 5.2: To remove such WT since this scenario is beyond the simple ATSSS scope and the requirements (e.g. the business requirement between the PLMNs and or SNPN, the scenario is precluded to be used for a more simpler single access PDU session or not single, etc, etc) are not defined in SA1 . The scope if the WT is much more broader and complex of adding the support of MA PDU , since the basic architecture, basic features to enable the above scenario are missing beside the addition of MA PDU session.  
1.5 WT #5.3 two 3GPP access paths in one PLMN
5.3	Study whether and how an MA PDU session can support two 3GPP access paths in one PLMN:
-	One path using LTE/EPC; and
-	Another path using NR/5GC.
	It is assumed that (a) the UE is simultaneously registered in EPC and 5GC (using the existing dual-registration), (b) the MA PDU session is terminated in a common PGW-U/UPF, and (c) common PGW-C/SMF and UDM/HSS are used. The UE may also be able to access 5GC directly using non-3GPP radio technology. In this case, the MA PDU Session may have three access paths.
Considerations 
· If the dual-registration is the condition to be considered, this shall be a clear assumption and not written as “(using the existing dual-registration) which seems a minor suggestion
· What does it mean “using non-3GPP radio technology”? which N3GPP access are considered?


2. Conclusion 
The proposed revised objectives based on following proposals

· WT 5.1: to restrict the objective as follow:
- to only enable the handover of the traffic between Untrusted and Trusted N3GPP network, hence a UE is connected to both access only of the purposes of handover of traffic and consequently the UE is never connected to 2 N3GPP access for beyond the completion of HO and for MA PDU on 2 N3GPP Access, 
- the MA PDU is always on 1 single 3GPP and 1 single N3GPP accesses
- The PLMN is only connected to 1 single 3GPP access
- the N3GPP access considered are only the Untrusted and Trusted N3GPP, i.e. other N3GP accesses, such as wireline connected via AFG are NOT considered in the scope of the WT
- The WT study the “handover” of the N3GPP access leg from Untrusted to Trusted or viceversa.
· WT 5.2: To remove such WT since this scenario is beyond the simple ATSSS scope and the requirements (e.g. the business requirement between the PLMNs and or SNPN, the scenario is precluded to be used for a more simpler single access PDU session or not single, etc, etc) are not defined in SA1 . The scope if the WT is much more broader and complex of adding the support of MA PDU , since the basic architecture, basic features to enable the above scenario are missing beside the addition of MA PDU session.  
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